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Abstract Underwater Acoustic Networks (UANs) use acoustic communication
and are characterized by limited bandwidth capacity, high energy
consumption, long propagation delay, which cause the traditional
protocols designed for radio channels to be either inapplicable or to
be inefficient for UANs. The chapter introduces a three-layer protocol
architecture for UANs which is Micro-ANP (including Application,
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ANP architecture and Recursive LT (RLT) code, a handshake-free
reliable transmission mechanism is presented in detail.
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Chapter 10 1

Reliable Transmission Protocol for Underwater 2

Acoustic Networks 3

Xiujuan Du, Meiju Li, and Keqin Li 4

10.1 Challenges of UANs 5

Recently, Underwater Acoustic Networks (UANs) research has attracted significant 6

attention due to the potential for applying UANs in environmental monitoring, 7

resource investigation, disaster prevention, and so on [1–10]. UANs use acoustic 8

communication, but the acoustic channel is characterized by high bit errors (on 9

the order of magnitude of 10�3–10�7), long propagation delay (at a magnitude 10

of a few seconds), and narrow bandwidth (only scores of kbps). The result is that 11

the terrestrial-based communication protocols are either inapplicable or inefficient 12

for UANs. Compared with conventional modems, the acoustic modems used in 13

UANs consume more energy. However, the nodes are battery-powered and it 14

is considerably more difficult to recharge or replace nodes in harsh underwater 15

environments. Furthermore, underwater nodes are usually deployed sparsely, move 16

passively with water currents or other underwater activity, and some nodes will fail 17

due to energy depletion or hardware faults; therefore the network topology of UANs 18

usually changes dynamically, which causes significant challenges in designing 19

protocols for UANs. 20
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Applications of UANs in areas such as business, scientific research, and military 21

are usually sensitive: outsiders are not allowed to access the sensitive information, 22

and anonymous secure communication is broadly applied. However, thus far, to the 23

best of our knowledge, there are few papers concerning secure communications 24

protocols for UANs [11–14]. The nature of opening and sharing of underwater 25

acoustic channel makes communications inherently vulnerable to eavesdropping 26

and interference. Because of the highly dynamic nature of UANs, as well as their 27

lack of centralized management and control, designing secure routing protocols that 28

support anonymity and location privacy is a large challenge. 29

In UANs with dynamic topology and impaired channel, network efficiency 30

following the traditional five-layered architecture was obtained by cross-layer 31

designs, which cause numerous complicated issues that are difficult to overcome. 32

The chapter introduces a three-layer protocol architecture for UANs, which includes 33

application layer, network-transport layer, and physical layer and is named Micro- 34

ANP. Based on the three-layer Micro-ANP architecture, the chapter provides a 35

handshake-free Media Access Control (MAC) protocol for UANs, and achieves 36

reliable hop-by-hop transmissions. 37

The remainder of the chapter is organized as follows. Section 10.2 presents the 38

Micro-ANP architecture. Section 10.3 reviews the research on reliable transmission 39

mechanism so far. Section 10.4 details the handshake-free reliable transmission 40

protocol for UANs based on Micro-ANP architecture and RLT code. Section 10.5 41

makes a conclusion and has a discussion about new trends of UANs research. 42

10.2 Micro-ANP Architecture 43

The majority of research on UANs has focused primarily on routing or MAC 44

protocols, and few studies have investigated protocol architecture for UANs. The 45

energy, computation, and storage resources of UANs are seriously constrained; 46

consequently, the protocol stack running on UANs nodes should not be complicated. 47

However, most research on UANs so far has followed the traditional five-layered 48

architecture in network design, and in tough condition such as dynamic topology, 49

seriously impaired channel, and scarce resources, network efficiency was obtained 50

by cross-layer designs, which cause numerous complicated issues that are difficult 51

to overcome. UANs need a simple and efficient protocol architecture. Du et al. 52

provided a three-layered Micro-ANP architecture for UANs, which is composed 53

of an application layer, a network-transport layer, and a physical layer as well as an 54

integrated management platform, as shown in Fig. 10.1 [15].AQ2 55

The network-transport layer in Micro-ANP is primarily responsible for reli- 56

able hop-by-hop transmission, routing, and channel access control. In Micro- 57

ANP, broadcasting, Level-Based Adaptive Geo-Routing (LB-AGR), and a secure 58

anonymous routing are the three major routing protocols that are applicable to 59

dynamic underwater topology [7, 16]. A secure anonymous routing protocol can 60

achieve anonymous communication between intermediate nodes as well as two-way 61
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Fig. 10.1 Micro-ANP architecture

Table 10.1 Head fields of micro-ANP

Bits: 8 8 8 2 6 1 1 24 8

t3.1Level
of
sender

Sender
ID

Receiver
ID

Type
00: Data
01: Ack
10: Control

Frame
sequence
number

Immediately
ack 1: yes 0:
no

If block
1: Yes
0: No

IDs of
original
packets

Block
ID

t3.2Bits:6 1 2 1 48 4 8 Variable 16
t3.3Block

size
Direction
0: down
1: up

Sink ID (Sourcej
destination)
0: position
1: node ID

(Sourcej
destination)
position or
ID Full “1”
for
broadcast

Application
priority
(application
type)

Load
length

Data FCS

authentication between source and destination nodes without any real-time online 62

Public Key Generator (PKG), thus decreases the network delay while improving 63

network scalability. In Micro-ANP, slotted Floor Acquisition Multiple Access 64

(slottedFAMA) and a RLT Code-based Handshake-Free (RCHF) reliable MAC 65

protocol are the two-channel access control mechanism [9, 17]. 66

Micro-ANP is a three-layered architecture that allows intermediate nodes to 67

perform Application Dependent Data Aggregation (ADDA) at the application layer. 68

Without requiring a cross-layer design, Micro-ANP can make efficient use of scarce 69

resources. Moreover, Micro-ANP eliminates inapplicable layers and excessive 70

repeated fields such as address, ID, length, Frame Check Sequence (FCS), and so 71

on, thus reducing superfluous overhead and energy consumption. The head fields of 72

the network-transport layer are listed in Table 10.1. 73

The application priority field is used to distinguish between different applications 74

as shown in Table 10.2. This is because different applications have different 75

priorities and require different Quality of Service (QoS) and their messages are 76

transmitted using different routing decisions. Other fields in Table 10.2 will be 77

explained in the respective protocol overview of the network-transport layer. 78
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Table 10.2 Application priority

Priority Upper protocol Priority Upper protocol

t6.10 Attribute data 4 Video
t6.21 Integrated management 5 Emergency alarm
t6.32 Image 6
t6.43 Audio 7

From Table 10.1, we can see that the common head-length of Micro-ANP is 79

less than 20 bytes. In comparison, the total head-length of well-known five-layer 80

models is more than 50 bytes. Therefore, Micro-ANP protocol greatly improves 81

data transmission efficiency. 82

10.3 Overview of Reliable Transmission Mechanism 83

Considering the challenges for UANs, the existing solutions of terrestrial Radio 84

Frequency (RF) networks cannot be applied directly to UANs, regardless of the 85

MAC mechanism used, the reliability of data transmission, or the routing protocol. 86

Sustained research work over the last decade has introduced new and efficient tech- 87

niques for sensing and monitoring marine environments; several issues still remain 88

unexplored. The inapplicability of conventional reliable transport mechanisms in 89

UANs is analyzed as follows: 90

1. The high bit error rates of acoustic channels lead to high probability of packet 91

erasure and a low probability of success in hop-by-hop transfers. Therefore, 92

traditional end-to-end reliable transport mechanisms may incur too many re- 93

transmissions and experience too many collisions, thus reducing channel utiliza- 94

tion. 95

2. The low propagation speed of acoustic signals leads to long end-to-end delays, 96

which causes issues when controlling transmissions between two end-nodes in a 97

timely manner. 98

3. The Automatic Repeat Request (ARQ) mechanism re-transmits lost packets, 99

but it requires an ACK (acknowledgement) for packets received successfully. 100

It is well known that the channel utilization of the simple stop-and-wait ARQ 101

protocol is very low in UANs due to long propagation delays and low bit rates. 102

In addition, acoustic modems adopt half-duplex communication, which limits the 103

choices for efficient pipelined ARQ protocols. Even worse, if the ACKs are lost, 104

the successfully received packets will be re-transmitted by the sender, further 105

increasing the bandwidth and energy consumed. 106

Some reliable transport protocols resort to Forward-Error-Correcting (FEC) 107

to overcome the inherent problems with ACKs. FEC adopts erasure codes and 108

redundancy bits. The payload bits of FEC are fixed prior to transmission. Before 109
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transmitting, the sender encodes a set of n original packets into a set of N (N � n) 110

encoded packets. Let mDN � n, and m redundant packets are generated. To 111

reconstruct the n original packets, the receiver must receive a certain number (larger 112

than n) of encoded packets. The stretch factor is defined as N/n, which is a constant 113

that depends on the erasure probability. However, the error probability of UANs 114

channels is dynamic; overestimated error probability will incur additional overhead 115

and underestimated error probability will lead to transmission failure. 116

Reed and Solomon proposed the Reed–Solomon code based on some practical 117

erasure codes [18]. Reed–Solomon code is efficient for small n and m values. 118

However, the encoding and decoding algorithms require field operations, resulting 119

in a high computation overhead that is unsuitable for UANs due to the nodes’ 120

limited computational capabilities. Luby et al. studied a practical Tornado code 121

which involves only XOR operations [19]. In addition, the encoding and decoding 122

algorithms are faster than those used for Reed–Solomon code. However, the 123

Tornado code uses a multi-layer bipartite graph to encode and decode packets, 124

resulting in a high computation and communication overhead for UANs. Xie et 125

al. presented a Segmented Data Reliable Transfer (SDRT) protocol [20]. SDRT 126

adopts Simple Variant of Tornado (SVT) code to improve the encoding/decoding 127

efficiency. Nevertheless, after pumping the packets within a window into the channel 128

quickly, the sender sends the packets outside the window at a very slow rate until it 129

receives a positive feedback from the receiver, which reduces channel utilization. 130

Mo et al. investigated a multi-hop coordinated protocol for UANs based on the 131

GF(256) random-linear-code to guarantee reliability and efficiency [21]. However, 132

the encoding vectors are generated randomly; consequently, the probability of 133

successfully recovering K data packets from K encoded packets could not be 134

guaranteed. Moreover, the decoding complexity was higher than other sparse codes. 135

Furthermore, the multi-hop coordination mechanism requires time synchronization 136

and is restricted to a string topology in which there is a single sender and a single 137

receiver. 138

Digital fountain codes are sparse codes on bipartite graphs that have high 139

performance [21, 23]. They are rate-less, i.e., the amount of redundancy is not 140

fixed prior to transmission and can be determined on the fly as the error recovery 141

algorithm evolves. These codes are known to be asymptotically near-optimal 142

for every erasure channel, and they allow for lightweight encoder and decoder 143

implementations. Luby proposed the LT code, in which the decoder is capable of 144

recovering the original symbols at a high probability from any set of output symbols 145

whose size is close to the originals [24]. However, the LT code was designed for 146

large numbers of data packets, which is not typically the case in UANs—especially 147

for mobile networks where the transmission time between two nodes is very limited 148

because of node mobility. Furthermore, the degree distribution used in LT code 149

results in a large number of nodes in the graph, causing a large overhead for each 150

packet. 151
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10.4 Reliable Transmission Protocol for UANs 152

In this section, based on digital fountain code, a Recursive LT (RLT) code with a 153

small degree distribution is proposed along with a reliable and handshake-free MAC 154

protocol called as RCHF MAC protocol. 155

10.4.1 RLT Code 156

The coding scheme can greatly impact system performance. In this section, we 157

present a Recursive LT (RLT) code, which achieves fast encoding and decoding. 158

Given that packet loss is independent, we use a bipartite graph GD (V, E) with two 159

levels to represent the RLT code, where E is the set of edges and V is the set of 160

nodes in the graph. VDD
S

C, where D is the set of input packets and C is the set 161

of encoded packets. The edges connect the nodes in D and C.AQ3 162

1. Encoding 163

Consider a set of kinput (original) packets, each having a length of l bits. The 164

RLT encoder takes k input packets and can generate a potentially infinite sequence 165

of encoded packets. Each encoded packet is computed independently of the others. 166

More precisely, given k input packets fx1, x2, � � � , xkg and a suitable probability 167

distribution ˝(d), a sequence of encoded packets fy1, y2, � � � , yj , � � � , yng , n� k, 168

are generated as shown in Fig. 10.2. The parameter d is the degree of the encoded 169

packets—the number of input packets used to generate the encoded packets and 170

d 2 f1, 2, � � � , kg (e.g., the degree of packet y2 is 2 while the degree of packet y8 is 3 171

in Fig. 10.2). 172

To restore all the k original packets at the receiver, the number of encoded packets 173

received successfully is subject to be greater than k. Let nD (kC �)/(1�Pp); here, 174

Pp is the erasure probability of an underwater acoustic channel (i.e., the PER), 175

and �(� > 0) corresponds to the expected number of redundant encoded packets 176

received. The � redundant packets are used to decrease the probability that the 177

Fig. 10.2 Encoding graph of
RLT code
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receiver fails to restore the original k input packets in only one transmission phase. 178

The sequence of encoded packets is y1 , y2 , � � � , yj , � � � , yn 2C. The RLT encoding 179

procedure is as follows: 180

a. From D, the set of input packets, successively XOR the k packets to gen- 181

erate one encoded packet with degree k, then duplicate the packet to obtain 182

d1/(1�Pp)e copies. 183

b. From set D, select dm/(1�Pp)e distinct packets randomly to constitute a seed 184

set S1, and generate dm/(1�Pp)e encoded packets with degree one. Here , m is 185

the expected number of encoded packets received successfully with degree one. 186

In reality, we can set 1�m�max(bk/4c, 1). 187

c. Let S2DD� S1. From the set S2, uniformly select dk/(2(1�Pp))e input packets 188

at random, and perform the XOR operation, randomly selecting one packet in the 189

set S1 to generate dk/(2(1�Pp))e encoded packets with degree two. 190

d. Let S3DD� S1 � S2. If S3 is not null, select dk/(6(1�Pp))e input packets at 191

random from set S3; otherwise, from set D, perform the XOR operation using one 192

packet from S2 and another from S1to generate dk/(6(1�Pp))e encoded packets 193

with degree three. 194

e. Let S4DD� S1 � S2 � S3. If S4 is not null, randomly select d(�C k/3�m� 1)/ 195

(1�Pp)e input packets from set S4; otherwise, from set D, perform the XOR 196

operation using three packets from S1 , S2 , and S3, respectively, to generate 197

d(�C k/3�m� 1)/(1�Pp)e encoded packets with degree four. 198

2. Decoding 199

When an encoded packet is transmitted over an erasure channel, it is either 200

received successfully or lost. The RLT decoder tries to recover the original input 201

packets from the set of encoded packets received successfully. The decoding process 202

of RLT is as follows: 203

a. Find an encoded packet yj which is connected to only one input packet xi. If the 204

receiving node fails to find any such encoded packet, stop decoding. 205

b. Set xiD yj. 206

c. Set ymD ym
L

xi for each encoded packet which is connected to xi, denoted 207

by ym. Here ,
L

indicates the XOR operation. 208

d. Remove all the edges connected to xi. 209

e. Go to Step 1. 210

3. Degree distribution. 211

The limited delivery time between two nodes caused by node mobility leads to 212

the constraint that digital fountain codes must work with small k values in UANs 213

communications. In RLT, to reconstruct the input packets, the degree distribution of 214

the received encoded packets should have the following properties: 215

a. The received encoded packets should connect all the input packets. 216

b. The process of encoding and decoding should not involve too many XOR 217

operations. 218

c. At least one encoded packet with degree one should be successfully received by 219

the receiver. 220

duxiujuan
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Given the high bit error, Pb, which is on the order of magnitude of 10�3–10�7, 221

the PER, Pp, is given by Eq. (10.1): 222

pp D 1 � .1 � pb/
l; (10.1)

where l is the packet size. As discussed earlier, in Micro-ANP architecture, the 223

optimal packet size is greater than 100 bytes, and Pp is non-negligible in Eq. (10.1). 224

Considering the k input packets, to address the properties of degree distribution 225

discussed above, the degree distribution of the encoded packets in the sending nodes 226

is given by Eq. (10.2): 227

�.d/ D

8
ˆ̂
ˆ̂
ˆ̂
<

ˆ̂
ˆ̂
ˆ̂
:

m
�Ck ; d D 1I

k
d.d�1/.�Ck/ ; d D 2; 3I

�C.1=3/k�.mC1/
�Ck ; d D 4I

1
�Ck ; d D kI

(10.2)

where
P

d�(d)D 1. 228

Lemma 1 The average degree of encoded packets �� 3.7. 229

Proof From the degree distribution given by Eq. (10.2), we obtain: 230

� D E.d/ D
4X

dD1

.d ��.d//

D
1 � m

� C k
C

2 � k

2 � 1 � .� C k/
C

3 � k

3 � 2 � .� C k/

C
4 � .� C 1=3k � .mC 1//

� C k
C

k

� C k

D 3
2

3
C

�

3
� 3m � 4

� C k
:

231

Usually, j(�/3)� 3m� 4j� j�C kj, so � � 32
3
� 3:7. 232

Given the block size k, from Lemma 1, we can derive the decoding complexity 233

of RLT is about 3.7k which is linear to the number of input packets. A comparison 234

of the encoding/decoding complexity of various codes is shown in Table 10.3. 235

In this section, based on the digital fountain code, we propose a Recursive LT 236

(RLT) code with small degree distribution, and introduce the erasure probability of 237

channel Pp into the RLT code for the first time to improve the decoding probability at 238

the receiving node. RLT is applicable to dynamic UANs with limited transmission 239

time between two nodes; it reduces the overhead of encoding and decoding and 240

substantially improves the efficiency of decoding process. 241
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Table 10.3 Decoding
complexity comparison

Code Encoding/decoding complexity

t8.1GF (256) in [21] O(k3)
t8.2LT klnk

e

t8.3SDRT in [20] k � ln(1/")
t8.4RS k .N � k/ logN

2

t8.5RLT 3.7k

10.4.2 RCHF: RLT Code-Based Handshake-Free Reliable 242

Transmission Protocol 243

After solving the problems of degree distribution, encoding and decoding of RLT 244

in advance, a reliable RLT-based media access control protocol should be presented 245

that nodes can use to communicate in real time. Wireless transceivers usually work 246

in half-duplex mode: a sending node equipped with a single channel is unable to 247

receive packets while it is transmitting; therefore, the RCHF solution is supposed 248

to avoid interference caused by transmitting to a node in a sending state. So far, 249

in MAC solutions of wireless multi-hop packet networks, an RTS/CTS handshake 250

is used to dynamically determine whether the intended receiver is ready to receive 251

a frame. For underwater sensors, the rate at which data bits can be generated is 252

approximately 1–5 bps and the optimal packet-load for UANs is about 100 bytes. In 253

contrast, the length of an RTS frame is a few dozen bytes. Therefore, RTS/CTS 254

frames are not particularly small compared with data frames; consequently, the 255

benefits from using RTS/CTS handshake are unremarkable. Moreover, considering 256

the characteristics of acoustic communication (i.e., low bandwidth, long propaga- 257

tion delay, etc.), RTS/CTS handshake decreases channel utilization and network 258

throughput dramatically while prolonging end-to-end delay. Therefore, coupled 259

closely with the RLT code, we propose a RCHF protocol which is a state-based 260

handshake-free reliable MAC solution for UANs. 261

10.4.2.1 Reliable Transmission Mechanism 262

In the RCHF MAC solution, a source node first groups input packets into blocks 263

of size k (i.e., there are k input packets in a block). Then, the source node encodes 264

the k packets, and sends the encoded packets to the next hop. When k is equal to 265

50, the minimum time interval for transmitting a block between two neighbor nodes 266

is approximately 60 s, which is in compliance with the requirements of the limited 267

transmission time between two neighbor nodes in dynamic UANs. By setting the 268

block size k appropriately, RCHF can control the transmission time, allowing the 269

receiver to be able to receive sufficient encoded packets to reconstruct the original 270

block even when the nodes are moving. Application data are transferred from a 271

source node to a sink node block by block and each block is forwarded via RLT 272

coding hop-by-hop. 273
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In the RCHF protocol, a node sending packets is considered to be in the 274

transmission phase. To facilitate receiving an ACK for transmitted packets, avoid 275

conflicts between transmitting and receiving, and compromise between transmission 276

efficiency and fairness, two transmission constraints are defined as follows: 277

1. The maximum number of data frames allowed to be transmitted in one transmis- 278

sion phase is Nmax. 279

2. The minimum time interval between two tandem transmission phases of the same 280

node is Ta. The node waiting for Ta expiration is considered to be in a send- 281

avoidance phase. At present, underwater acoustic modems are half-duplex, the 282

delay for state transition between sending and receiving usually ranges from 283

hundreds of milliseconds to several seconds, which is close to the magnitude 284

of the maximum round-trip time (RTT) [18]. Therefore, to facilitate the receiver 285

to switch to the sending state to transmit the ACK, we set TaD 2�RTT. 286

After transmitting N (N�Nmax) encoded packets, the sender switches to the 287

receiving state and waits for the receiver’s ACK. To have a high probability of 288

being able to reconstruct the original k input packets at the receiver, the number 289

of encoded packets received successfully is supposed to be larger than k, denoted as 290

kC � . Considering the high packet error rate, Pp, we set ND (kC �)/(1�Pp). The 291

parameter � , (� > 0) is fixed and corresponds to the expected number of redundant 292

encoded packets the receiver will receive. The � redundant packets are used to 293

decrease the probability that the receiver fails to restore the original k input packets 294

in the transmission phase, and the factor 1/(1�Pp) is used to compensate for 295

channel errors. 296

The ACK frame includes the number of frames received at the receiver as 297

well as the indices of unrecovered input packets. The number of frames received 298

successfully can be used to update the packet error rate Pp on the fly. If the receiver 299

can reconstruct the whole block, it sends back an ACK with “null” in the index field. 300

Given k1 input packets unrecovered after the previous transmission phase, the 301

sender encodes and transmits N1 encoded packets with the degree distribution given 302

by Eq. (10.2) in which k is replaced by k1. N1D (k1C �)/(1�Pp). Then the sender 303

collects the feedback from the receiver again. This process repeats until the sender 304

receives an ACK with “null” in the index field. 305

10.4.2.2 State-Based Handshake-Free Media Access Control 306

After network initialization, each node maintains one dynamic neighbor table that 307

includes a state field containing the real-time state of neighbor nodes as shown in 308

Table 10.4. Here, state “0” indicates that the neighbor node is in sending state, 309

state “1” indicates that the neighbor node is receiving frames from other nodes, “2” 310

denotes an unknown state, and “3” means the neighbor node is in the send-avoidance 311

phase. 312

The format of frames in our protocol is shown in Table 10.5. The level field 313

contains the forwarder’s level, the frame sequence number is used to identify the 314
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Table 10.4 The state table of
neighbor nodes

Value State

t10.10 Sending state
t10.21 Receiving frame from other nodes
t10.32 Unknown state
t10.43 Transmission–avoidance

Table 10.5 The format of data frame

Bits: 8 8 8 2 6 1 1

t13.1Level of
sender

Sender ID Receiver
ID

Type 00:
Data 01:
Ack 10:
Control

Frame
sequence
number

Immediately
ack 1: yes
0: no

If block
1: Yes
0: No

t13.2Bits:24 8 6 – 8 Variable
t13.3IDs of

original
packets

Block ID Block
size

– Load
length

Data

frame in one frame-sequence during one transmission phase, the original packet ID 315

field is used to indicate the IDs of packets that are XORed, and the immediate ACK 316

field is used to inform the receiver whether to return an ACK immediately, where 317

“1” means “yes” and “0” means “no.” The first nine bytes are used by the RCHF 318

MAC protocol to realize reliable transmission hop-by-hop; the fields are updated 319

hop-by-hop. The fields from the tenth to the sixteenth bytes are used by the LB- 320

AGR routing protocol and are omitted here for simplicity. 321

When a node has packets to send, it searches the neighbor table for the state 322

field of the intended receiver. If the state is “0” or “1,” it will delay delivery until 323

the state is greater than one; otherwise, the node becomes a sender, switches into 324

the transmission phase, and starts to deliver frames. The pseudocode for sending 325

packets is omitted. 326

10.4.3 Simulation Result of RCHF 327

In this section, we evaluate the performance of the RCHF protocol by simulation 328

experiments. All simulations are performed using Network Simulator 2 (NS2) 329

with an underwater sensor network simulation package extension (Aqua-Sim). Our 330

simulation scenario is similar to reality; 100 nodes are distributed randomly in 331

an area of 7000 m � 7000 m � 2000 m. The simulation parameters are listed in 332

Table 10.6. 333

The protocol is evaluated in terms of average end-to-end delay, end-to-end 334

delivery ratio, energy consumption, and throughput. We define the delivery ratio 335

and throughput of the RCHF protocol as follows: 336
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Table 10.6 Simulation
parameters

Parameter Value

t15.1Block size k 50
t15.2Packet length l 160 bytes
t15.3Bandwidth 10 kbps
t15.4Routing protocol Static
t15.5Traffic CBR
t15.6Transmission range 1500 m
t15.7MAC protocol 802.11

Fig. 10.3 Performance vs. hop COUNT

1. The end-to-end delivery ratio is defined by Eq. (10.3): 337

end-to-end delivery ratio D
#of packets received successfully at sink

#of packets generated at sources
(10.3)

338

2. The throughput is defined as the number of bits delivered to the sink node per 339

second (bps) 340

As shown in Fig. 10.3, the end-to-end delivery ratio of the RCHF protocol is close 341

to “1” when the hop count is “1” and decreases slightly as the hop count increases, 342

which is considered good performance for UANs from a delivery ratio aspect. Figure 343

10.3 also shows that the end-to-end delay and total energy consumption rise with 344

the hop count which is understandable. Note that the real value of the end-to-end 345

delivery ratio is the value of the ordinate axis divided by 10. 346
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Fig. 10.4 Throughput vs.
packet interval(s)

As shown in Fig. 10.4, the network throughput of RCHF decreases as the interval 347

time between two successive packets generated by the source node increases. This 348

occurs because as the interval time increases, fewer packets are generated, which 349

reduces the network load. 350

10.5 Conclusion 351

In this chapter, a three-layer Micro-ANP protocol architecture for UANs is intro- 352

duced. Further, a kind of digital fountain code which is called as RLT is presented. 353

RLT is characterized by small degree distribution and recursive encoding, so RLT 354

reduces the complexity of encoding and decoding. Based on the Micro-ANP 355

architecture and RLT code, a handshake-free reliable transmission mechanism- 356

RCHF is presented. In RCHF protocol, frames are forwarded according to the state 357

of the receiver which can avoid the sending–receiving collisions and overhearing 358

collisions. Simulations show that RCHF protocol can provide higher delivery ratio, 359

throughput, and lower end-to-end delay. 360

As a new trend, how to combine the specific underwater application scenarios, 361

transform the negative factors of UANs into favorable factors is an interesting 362

research. For example, the mobility of nodes brings about extra routing overhead, 363

and reduces end-to-end performance. However, the mobility of Autonomous Under- 364

water Vehicle (AUV) and the policy of cache-carry-forward help to improve the data 365

forwarding rate. 366

Meanwhile, under the precondition of less resource consumption, guaranteed 367

channel utilization and network throughput, combining the technologies of channel 368

coding, cognitive underwater acoustic communication, data compression, and post- 369

quantum public key cryptography, studying on secure and reliable data transmission 370

is another future work. 371
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