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Abstract Underwater Acoustic Networks (UANs) use acoustic communication 

and are characterized by limited bandwidth capacity, high energy consumption, 

long propagation delay, which cause the traditional protocols designed for radio 

channels to be either inapplicable or to be inefficient for UANs. The chapter intro-

duces a three-layer protocol architecture for UANs which is Micro-ANP (includ-

ing Application, Network-transport and Physical layer). Further, based on the Mi-

cro-ANP architecture and Recursive LT (RLT) code, a handshake-free reliable 

transmission mechanism is presented in detail. 

1 Challenges of UANs 

Recently, Underwater Acoustic Networks (UANs) research has attracted signifi-

cant attention due to the potential for applying UANs in environmental monitor-

ing, resource investigation, disaster prevention, and so on [1-10]. UANs use 

acoustic communication, but the acoustic channel is characterized by high bit er-

rors (on the order of magnitude of 10
-3

-10
-7

), long propagation delay (at a magni-

tude of a few seconds), and narrow bandwidth (only scores of kbps). The result is 

that the terrestrial-based communication protocols are either inapplicable or inef-

ficient for UANs. Compared with conventional modems, the acoustic modems 

used in UANs consume more energy. However, the nodes are battery-powered 

and it is considerably more difficult to recharge or replace nodes in harsh under-

water environments. Furthermore, underwater nodes are usually deployed sparse-

ly, move passively with water currents or other underwater activity, and some 

nodes will fail due to energy depletion or hardware faults; therefore the network 

topology of UANs usually changes dynamically, which causes significant chal-

lenges in designing protocols for UANs. 
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Applications of UANs in areas such as business, scientific research and mili-

tary are usually sensitive: outsiders are not allowed to access the sensitive infor-

mation, and anonymous secure communication is broadly applied. However, thus 

far, to the best of our knowledge, there are few papers concerning secure commu-

nications protocols for UANs [11-14]. The nature of opening and sharing of un-

derwater acoustic channel makes communications inherently vulnerable to eaves-

dropping and interference. Because of the highly dynamic nature of UANs, as well 

their lack of centralized management and control, designing secure routing proto-

cols that support anonymity and location privacy is a large challenge. 

In UANs with dynamic topology and impaired channel, network efficiency fol-

lowing the traditional five-layered architecture was obtained by cross-layer de-

signs, which cause numerous complicated issues that are difficult to overcome. 

The chapter introduces a three-layer protocol architecture for UANs, which in-

cludes application layer, network-transport layer and physical layer and is named 

Micro-ANP. Based on the three-layer Micro-ANP architecture, the chapter pro-

vides a handshake-free Media Access Control (MAC) protocol for UANs, and 

achieves reliable hop-by-hop transmissions. 

The remainder of the chapter is organized as follows. Section 2 presents the 

Micro-ANP architecture. Section 3 reviews the research on reliable transmission 

mechanism so far. Section 4 details the handshake-free reliable transmission pro-

tocol for UANs based on Micro-ANP architecture and RLT code. Section 5 makes 

a conclusion and has a discussion about new trends of UANs research. 

2 Micro-ANP Architecture 

The majority of research on UANs has focused primarily on routing or MAC pro-

tocols, and few studies have investigated protocol architecture for UANs. The en-

ergy, computation and storage resources of UANs are seriously constrained; con-

sequently, the protocol stack running on UANs nodes should not be complicated. 

However, most research on UANs so far has followed the traditional five-layered 

architecture in network design, and in tough condition such as dynamic topology, 

seriously impaired channel and scarce resources, network efficiency was obtained 

by cross-layer designs, which cause numerous complicated issues that are difficult 

to overcome. UANs need a simple and efficient protocol architecture. Du et al. 

provided a three-layered Micro-ANP architecture for UANs, which is composed 

of an application layer, a network transport layer and a physical layer as well as an 

integrated management platform, as shown in Fig. 2.1 [15].  



 

Fig. 2.1. Micro-ANP Architecture 

The network transport layer in Micro-ANP is primarily responsible for reliable 

hop-by-hop transmission, routing, and channel access control. In Micro-ANP, 

broadcasting, Level-Based Adaptive Geo-Routing (LB-AGR) and a secure anon-

ymous routing are the three major routing protocols that are applicable to dynamic 

underwater topology[7] [16]. A secure anonymous routing protocol can achieve 

anonymous communication between intermediate nodes as well as two-way au-

thentication between source and destination nodes without any real-time online 

Public Key Generator (PKG), thus decreases the network delay while improving 

network scalability. In Micro-ANP, slotted Floor Acquisition Multiple Access 

(slottedFAMA) and a RLT Code based Handshake-Free (RCHF) reliable MAC 

protocol are the two-channel access control mechanism [9] [17]. 

Micro-ANP is a three-layered architecture that allows intermediate nodes to 

perform Application Dependent Data Aggregation (ADDA) at the application lay-

er. Without requiring a cross-layer design, Micro-ANP can make efficient use of 

scarce resources. Moreover, Micro-ANP eliminates inapplicable layers and exces-

sive repeated fields such as address, ID, length, Frame Check Sequence (FCS), 

and so on, thus reducing superfluous overhead and energy consumption. The head 

fields of the network transport layer are listed in Table 2.1.  

The application priority field is used to distinguish between different applica-

tions as shown in Table 2.2. This is because different applications have different 

priorities and require different Quality of Service (QoS) and their messages are 

transmitted using different routing decisions. Other fields in Table 2.2 will be ex-

plained in the respective protocol overview of the network transport layer. 

From Table 2.1, we can see that the common head-length of Micro-ANP is less 

than 20 bytes. In comparison, the total head-length of well-known five-layer mod-

els is more than 50 bytes. Therefore, Micro-ANP protocol greatly improves data 

transmission efficiency. 

Table 2.1 Head Fields of Micro-ANP 

Bits: 8 8 8 2 6 1 1 24 8  



Table 2.2 Application Priority 

Priority Upper Protocol Priority Upper Protocol 

0 Attribute data 4 Video 

1 Integrated management 5 Emergency alarm 

2 Image 6  

3 Audio 7  

3 Overview of Reliable Transmission Mechanism 

Considering the challenges for UANs, the existing solutions of terrestrial Radio 

Frequency (RF) networks cannot be applied directly to UANs, regardless of the 

MAC mechanism used, the reliability of data transmission, or the routing protocol. 

Sustained research work over the last decade has introduced new and efficient 

techniques for sensing and monitoring marine environments; several issues still 

remain unexplored. The inapplicability of conventional reliable transport mecha-

nisms in UANs is analyzed as follows.  

1) The high bit error rates of acoustic channels lead to high probability of 

packet erasure and a low probability of success in hop-by-hop transfers. Therefore, 

traditional end-to-end reliable transport mechanisms may incur too many re-

transmissions and experience too many collisions, thus reducing channel utiliza-

tion. 

2) The low propagation speed of acoustic signals leads to long end-to-end de-

lays, which causes issues when controlling transmissions between two end-nodes 

in a timely manner. 

3) The Automatic Repeat Request (ARQ) mechanism re-transmits lost packets, 

but it requires an ACK (acknowledgement) for packets received successfully. It is 

well-known that the channel utilization of the simple stop-and-wait ARQ protocol 

is very low in UANs due to long propagation delays and low bit rates. In addition, 

acoustic modems adopt half-duplex communication, which limits the choices for 
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efficient pipelined ARQ protocols. Even worse, if the ACKs are lost, the success-

fully received packets will be re-transmitted by the sender, further increasing the 

bandwidth and energy consumed. 

Some reliable transport protocols resort to Forward-Error-Correcting (FEC) to 

overcome the inherent problems with ACKs. FEC adopts erasure codes and re-

dundancy bits. The payload bits of FEC are fixed prior to transmission. Before 

transmitting, the sender encodes a set of 𝑛 original packets into a set of 𝑁 (𝑁 ≥ 𝑛) 

encoded packets. Let𝑚 = 𝑁 − 𝑛, and 𝑚 redundant packets are generated. To re-

construct the 𝑛 original packets, the receiver must receive a certain number (larger 

than 𝑛) of encoded packets. The stretch factor is defined as 𝑁 𝑛⁄ , which is a con-

stant that depends on the erasure probability. However, the error probability of 

UANs channels is dynamic; overestimated error probability will incur additional 

overhead and underestimated error probability will lead to transmission failure. 

Reed and Solomon proposed the Reed-Solomon code based on some practical 

erasure codes [18]. Reed-Solomon code is efficient for small 𝑛  and  𝑚  values. 

However, the encoding and decoding algorithms require field operations, resulting 

in a high computation overhead that is unsuitable for UANs due to the nodes' lim-

ited computational capabilities. Luby et al. studied a practical Tornado code which 

involves only XOR operations [19]. In addition, the encoding and decoding algo-

rithms are faster than those used for Reed-Solomon code. However, the Tornado 

code uses a multi-layer bipartite graph to encode and decode packets, resulting in 

a high computation and communication overhead for UANs. Xie et al. presented 

an Segmented Data Reliable Transfer (SDRT) protocol [20]. SDRT adopts Simple 

Variant of Tornado (SVT) code to improve the encoding/decoding efficiency. 

Nevertheless, after pumping the packets within a window into the channel quickly, 

the sender sends the packets outside the window at a very slow rate until it re-

ceives a positive feedback from the receiver, which reduces channel utilization. 

Mo et al. investigated a multi-hop coordinated protocol for UANs based on the 

GF(256) random-linear-code to guarantee reliability and efficiency [21]. However, 

the encoding vectors are generated randomly; consequently, the probability of 

successfully recovering 𝐾 data packets from 𝐾 encoded packets could not be guar-

anteed. Moreover, the decoding complexity was higher than other sparse codes. 

Furthermore, the multi-hop coordination mechanism requires time synchronization 

and is restricted to a string topology in which there is a single sender and a single 

receiver. 

Digital fountain codes are sparse codes on bipartite graphs that have high per-

formance [21, 23]. They are rate-less, i.e., the amount of redundancy is not fixed 

prior to transmission and can be determined on the fly as the error recovery algo-

rithm evolves. These codes are known to be asymptotically near-optimal for every 

erasure channel, and they allow for lightweight encoder and decoder implementa-

tions. Luby proposed the LT code, in which the decoder is capable of recovering 

the original symbols at a high probability from any set of output symbols whose 

size is close to the originals [24]. However, the LT code was designed for large 

numbers of data packets, which is not typically the case in UANs—especially for 



mobile networks where the transmission time between two nodes is very limited 

because of node mobility. Furthermore, the degree distribution used in LT code 

results in a large number of nodes in the graph, causing a large overhead for each 

packet. 

4 Reliable Transmission Protocol for UANs 

In this section, based on digital fountain code, a Recursive LT (RLT) code with a 

small degree distribution is proposed along with a reliable and handshake-free 

MAC protocol called as RCHF MAC protocol. 

4.1 RLT Code 

The coding scheme can greatly impact system performance. In this section, we 

present a Recursive LT (RLT) code, which achieves fast encoding and decoding. 

Given that packet loss is independent, we use a bipartite graph 𝐺 = (𝑉, 𝐸) with 

two levels to represent the RLT code, where 𝐸 is the set of edges and 𝑉 is the set 

of nodes in the graph. 𝑉 = 𝐷⋃𝐶, where 𝐷 is the set of input packets and 𝐶 is the 

set of encoded packets. The edges connect the nodes in 𝐷 and 𝐶. 

(1) Encoding 

Consider a set of 𝑘input (original) packets, each having a length of 𝑙 bits. The 

RLT encoder takes  𝑘  input packets and can generate a potentially infinite se-

quence of encoded packets. Each encoded packet is computed independently of 

the others. More precisely, given  𝑘  input packets  {𝑥1, 𝑥2, ⋯ , 𝑥𝑘} and a suitable 

probability distribution  𝛺(𝑑) , a sequence of encoded 

ets {𝑦1 , 𝑦2, ⋯ , 𝑦𝑗 , ⋯ , 𝑦𝑛}, 𝑛 ≥ 𝑘, are generated as shown in Fig. 4.1. The parameter 

𝑑 is the degree of the encoded packets-the number of input packets used to gener-

ate the encoded packets and 𝑑 ∈  {1, 2, ⋯ , 𝑘} (e.g., the degree of packet 𝑦2  is 2 

while the degree of packet 𝑦8 is 3 in Fig. 4.1). 

To restore all the 𝑘 original packets at the receiver, the number of encoded 

packets received successfully is subject to be greater than  𝑘 . Let  n =
(𝑘 + 𝜉) (1 − 𝑃𝑝)⁄ ; here, 𝑃𝑝  is the erasure probability of an underwater acoustic 

channel (i.e., the PER), and 𝜉(𝜉 > 0) corresponds to the expected number of re-

dundant encoded packets received. The 𝜉 redundant packets are used to decrease 

the probability that the receiver fails to restore the original 𝑘 input packets in only 

one transmission phase. The sequence of encoded packets is 𝑦1, 𝑦2, ⋯ , 𝑦𝑗 , ⋯ , 𝑦𝑛 ∈

𝐶. The RLT encoding procedure is as follows. 



 

Fig. 4.1. Encoding graph of RLT code 

 

1) From 𝐷, the set of input packets, successively XOR the 𝑘 packets to generate 

one encoded packet with degree  𝑘 , then duplicate the packet to obtain 

⌈1 (1 − 𝑃𝑝)⁄ ⌉ copies.  

2) From set 𝐷, select ⌈𝑚 (1 − 𝑃𝑝)⁄ ⌉ distinct packets randomly to constitute a 

seed set 𝑆1, and generate ⌈𝑚 (1 − 𝑃𝑝)⁄ ⌉ encoded packets with degree one. Here, 𝑚 

is the expected number of encoded packets received successfully with degree one. 

In reality, we can set 1 ≤ m ≤ max(⌊𝑘 4⁄ ⌋, 1).  

3) Let 𝑆2 = 𝐷 − 𝑆1 . From the set 𝑆2 , uniformly select ⌈𝑘 (2(1 − 𝑃𝑝))⁄ ⌉ input 

packets at random, and perform the XOR operation, randomly selecting one pack-

et in the set 𝑆1 to generate ⌈𝑘 (2(1 − 𝑃𝑝))⁄ ⌉ encoded packets with degree two. 

4) Let 𝑆3 = 𝐷 − 𝑆1 − 𝑆2. If 𝑆3 is not null, select ⌈𝑘 (6(1 − 𝑃𝑝))⁄ ⌉ input packets 

at random from set 𝑆3; otherwise, from set 𝐷, perform the XOR operation using 

one packet from  𝑆2  and another from 𝑆1 to generate ⌈𝑘 (6(1 − 𝑃𝑝))⁄ ⌉  encoded 

packets with degree three. 

5) Let  𝑆4 = 𝐷 − 𝑆1 − 𝑆2 − 𝑆3 . If   𝑆4  is not null, randomly select 

⌈(𝜉 + 𝑘 3⁄ − 𝑚 − 1) (1 − 𝑃𝑝)⁄ ⌉ input packets from set 𝑆4; otherwise, from set 𝐷, 

perform the XOR operation using three packets from 𝑆1, 𝑆2, and 𝑆3, respectively, 

to generate ⌈(𝜉 + 𝑘 3⁄ − 𝑚 − 1) (1 − 𝑃𝑝)⁄ ⌉ encoded packets with degree four. 

(2) Decoding 

When an encoded packet is transmitted over an erasure channel, it is either re-

ceived successfully or lost. The RLT decoder tries to recover the original input 

packets from the set of encoded packets received successfully. The decoding pro-

cess of RLT is as follows. 



1) Find an encoded packet 𝑦𝑗 which is connected to only one input packet 𝑥𝑖 . If 

the receiving node fails to find any such encoded packet, stop decoding. 

2) Set 𝑥𝑖 = 𝑦𝑗. 

3) Set 𝑦𝑚 = 𝑦𝑚⨁𝑥𝑖 for each encoded packet which is connected to 𝑥𝑖 , denoted 

by 𝑦𝑚. Here, ⨁ indicates the XOR operation. 

4) Remove all the edges connected to 𝑥𝑖 . 

5) Go to Step 1. 

(3) Degree Distribution 

The limited delivery time between two nodes caused by node mobility leads to 

the constraint that digital fountain codes must work with small k values in UANs 

communications. In RLT, to reconstruct the input packets, the degree distribution 

of the received encoded packets should have the following properties.  

1) The received encoded packets should connect all the input packets. 

2) The process of encoding and decoding should not involve too many XOR 

operations. 

3) At least one encoded packet with degree one should be successfully received 

by the receiver. 

Given the high bit error, 𝑃𝑏 , which is on the order of magnitude of 10
-3

-10
-7

, 

the PER,  𝑃𝑝, is given by Eq. (4.1): 

1 (1 )l

p bp p  
,                                               (4.1) 

where 𝑙 is the packet size. As discussed earlier, in Micro-ANP architecture, the 

optimal packet size is greater than one hundred bytes, and 𝑃𝑝 is non-negligible in 

Eq. (4.1). Considering the 𝑘 input packets, to address the properties of degree dis-

tribution discussed above, the degree distribution of the encoded packets in the 

sending nodes is given by Eq. (4.2): 
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Usually, |(𝜉 3⁄ ) − 3𝑚 − 4| ≪ |𝜉 + 𝑘|, so 
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3 3.7
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   . 

Given the block size 𝑘, from Lemma 1, we can derive the decoding complexity 

of RLT is about 3. 7𝑘 which is linear to the number of input packets. A compari-

son of the encoding/decoding complexity of various codes is shown in Table 4.1. 

Table 4.1. Decoding complexity comparison 

Code Encoding/Decoding Complexity 

GF (256) in [21] )( 3kO  

LT 
k

ek ln  

SDRT in [20] )/1ln( k  

RS 
NkNk 2log)(   

RLT 3.7k  

 

In this section, based on the digital fountain code, we propose a recursive LT 

(RLT) code with small degree distribution, and introduce the erasure probability 

of channel 𝑃𝑝 into the RLT code for the first time to improve the decoding proba-

bility at the receiving node. RLT is applicable to dynamic UANs with limited 

transmission time between two nodes; it reduces the overhead of encoding and de-

coding and substantially improves the efficiency of decoding process.  

4.2 RCHF: RLT Code based Handshake-Free Reliable 

Transmission Protocol  

After solving the problems of degree distribution, encoding and decoding of RLT 

in advance, a reliable RLT-based media access control protocol should be present-

ed that nodes can use to communicate in real time. Wireless transceivers usually 



work in half-duplex mode: a sending node equipped with a single channel is una-

ble to receive packets while it is transmitting; therefore, the RCHF solution is sup-

posed to avoid interference caused by transmitting to a node in a sending state. So 

far, in MAC solutions of wireless multi-hop packet networks, an RTS/CTS hand-

shake is used to dynamically determine whether the intended receiver is ready to 

receive a frame. For underwater sensors, the rate at which data bits can be gener-

ated is approximately 1-5 bps and the optimal packet-load for UANs is about one 

hundred bytes. In contrast, the length of an RTS frame is a few dozen bytes. 

Therefore, RTS/CTS frames are not particularly small compared with data frames; 

consequently, the benefits from using RTS/CTS handshake are unremarkable. 

Moreover, considering the characteristics of acoustic communication (i.e., low 

bandwidth, long propagation delay, etc.), RTS/CTS handshake decreases channel 

utilization and network throughput dramatically while prolonging end-to-end de-

lay. Therefore, coupled closely with the RLT code, we propose a RCHF protocol 

which is a state-based handshake-free reliable MAC solution for UANs. 

4.2.1 Reliable Transmission Mechanism 

In the RCHF MAC solution, a source node first groups input packets into 

blocks of size 𝑘 (i.e., there are 𝑘 input packets in a block). Then, the source node 

encodes the 𝑘 packets, and sends the encoded packets to the next hop. When 𝑘 is 

equal to 50, the minimum time interval for transmitting a block between two 

neighbor nodes is approximately 60 s, which is in compliance with the require-

ments of the limited transmission time between two neighbor nodes in dynamic 

UANs. By setting the block size 𝑘 appropriately, RCHF can control the transmis-

sion time, allowing the receiver to be able to receive sufficient encoded packets to 

reconstruct the original block even when the nodes are moving. Application data 

are transferred from a source node to a sink node block by block and each block is 

forwarded via RLT coding hop-by-hop.  

In the RCHF protocol, a node sending packets is considered to be in the trans-

mission phase. To facilitate receiving an ACK for transmitted packets, avoid con-

flicts between transmitting and receiving, and compromise between transmission 

efficiency and fairness, two transmission constraints are defined as follows. 

1) The maximum number of data frames allowed to be transmitted in one 

transmission phase is 𝑁𝑚𝑎𝑥. 

2) The minimum time interval between two tandem transmission phases of the 

same node is 𝑇𝑎. The node waiting for 𝑇𝑎 expiration is considered to be in a send-

avoidance phase. At present, underwater acoustic modems are half-duplex, the de-

lay for state transition between sending and receiving usually ranges from hun-

dreds of milliseconds to several seconds, which is close to the magnitude of the 

maximum round-trip time (RTT) [18]. Therefore, to facilitate the receiver to 

switch to the sending state to transmit the ACK, we set  𝑇𝑎 = 2 × 𝑅𝑇𝑇. 



After transmitting 𝑁 (𝑁 ≤ 𝑁𝑚𝑎𝑥) encoded packets, the sender switches to the 

receiving state and waits for the receiver's ACK. To have a high probability of be-

ing able to reconstruct the original 𝑘 input packets at the receiver, the number of 

encoded packets received successfully is supposed to be larger than 𝑘, denoted as 

𝑘 + 𝜉. Considering the high packet error rate, 𝑃𝑝, we set 𝑁 = (𝑘 + 𝜉) (1 − 𝑃𝑝)⁄ . 

The parameter 𝜉, (𝜉 > 0) is fixed and corresponds to the expected number of re-

dundant encoded packets the receiver will receive. The 𝜉 redundant packets are 

used to decrease the probability that the receiver fails to restore the original 𝑘 in-

put packets in the transmission phase, and the factor 1 (1 − 𝑃𝑝)⁄  is used to com-

pensate for channel errors. 

The ACK frame includes the number of frames received at the receiver as well 

as the indices of unrecovered input packets. The number of frames received suc-

cessfully can be used to update the packet error rate 𝑃𝑝 on the fly. If the receiver 

can reconstruct the whole block, it sends back an ACK with “null” in the index 

field. 

Given 𝑘1 input packets unrecovered after the previous transmission phase, the 

sender encodes and transmits 𝑁1 encoded packets with the degree distribution giv-

en by Eq. (4.2) in which 𝑘 is replaced by 𝑘1.  𝑁1 = (𝑘1 + 𝜉) (1 − 𝑃𝑝)⁄ . Then the 

sender collects the feedback from the receiver again. This process repeats until the 

sender receives an ACK with “null” in the index field. 

4.2.2 State-Based Handshake-Free Media Access Control 

After network initialization, each node maintains one dynamic neighbor table 

that includes a state field containing the real-time state of neighbor nodes as 

shown in Table 4.2. Here, state “0” indicates that the neighbor node is in sending 

state, state “1” indicates that the neighbor node is receiving frames from other 

nodes, “2” denotes an unknown state, and “3” means the neighbor node is in the 

send-avoidance phase.  

Table 4.2. The state table of neighbor nodes 

Value State 

0 sending state 

1 receiving frame from other nodes 

2 unknown state 

3 transmission-avoidance 

The format of frames in our protocol is shown in Table 4.3. The level field con-

tains the forwarder’s level, the frame sequence number is used to identify the 

frame in one frame-sequence during one transmission phase, the original packet 

ID field is used to indicate the IDs of packets that are XORed, and the immediate 



ACK field is used to inform the receiver whether to return an ACK immediately, 

where “1” means "yes" and “0” means "no." The first nine bytes are used by the 

RCHF MAC protocol to realize reliable transmission hop-by-hop; the fields are 

updated hop-by-hop. The fields from the tenth to the sixteenth bytes are used by 

the LB-AGR routing protocol and are omitted here for simplicity. 

Table 4.3. The format of data frame 

When a node has packets to send, it searches the neighbor table for the state 

field of the intended receiver. If the state is “0” or “1”, it will delay delivery until 

the state is greater than one; otherwise, the node becomes a sender, switches into 

the transmission phase and starts to deliver frames. The pseudocode for sending 

packets is omitted. 

4.3 Simulation Result of RCHF 

In this section, we evaluate the performance of the RCHF protocol by simula-

tion experiments. All simulations are performed using Network Simulator 2 (NS2) 

with an underwater sensor network simulation package extension (Aqua-Sim). 

Our simulation scenario is similar to reality; one hundred nodes are distributed 

randomly in an area of 7000 m×7000 m×2000 m. The simulation parameters are 

listed in Table 4.4. 

The protocol is evaluated in terms of average end-to-end delay, end-to-end de-

livery ratio, energy-consumption and throughput. We define the delivery ratio and 

throughput of the RCHF protocol as follows. 

1) The end-to-end delivery ratio is defined by Eq. (4.3): 

# of     
- -   

#     

packets received successfully at sink
end to end delivery ratio

of packets generated at sources
   (4.3) 

2) The throughput is defined as the number of bits delivered to the sink node 

per second (bps)  
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 ID 
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00: Data 
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10: Control 
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ack 
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0: no 

If block 

1: Yes 

0: No 

  

Bits:24 8 6 … 8  Variable    
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original 

Packets 

block ID block size … load length  data   



 

Table 4.4. Simulation parameters 

Parameter Value  

Block Size 𝑘 50  

Packet Length 𝑙  160 bytes  

Bandwidth 10 kbps  

Routing protocol static  

Traffic CBR  

Transmission Range 1500 m  

MAC Protocol 802.11  

 

        

Fig. 4.2. Performance vs. hop count                       Fig. 4.3.  Throughput vs. packet interval(s) 

As shown in Fig. 4.2, the end-to-end delivery ratio of the RCHF protocol is 

close to “1” when the hop count is “1” and decreases slightly as the hop count in-

creases, which is considered good performance for UANs from a delivery ratio 

aspect. Fig. 4.2 also shows that the end-to-end delay and total energy-consumption 

rise with the hop count which is understandable. Note that the real value of the 

end-to-end delivery ratio is the value of the ordinate axis divided by 10. 

As shown in Fig. 4.3, the network throughput of RCHF decreases as the interval 

time between two successive packets generated by the source node increases. This 

occurs because as the interval time increases, fewer packets are generated, which 

reduces the network load. 



5 Conclusion 

In this chapter, a three-layer Micro-ANP protocol architecture for UANs is in-

troduced. Furtherly, a kind of digital fountain code which is called as RLT is pre-

sented. RLT is characterized by small degree distribution and recursive encoding, 

so RLT reduces the complexity of encoding and decoding. Based on the Micro-

ANP architecture and RLT code, a handshake-free reliable transmission mecha-

nism-RCHF is presented. In RCHF protocol, frames are forwarded according to 

the state of the receiver which can avoid the sending-receiving collisions and 

overhearing collisions. Simulations show that RCHF protocol can provide higher 

delivery ratio, throughput and lower end-to-end delay. 

As a new trends, how to combine the specific underwater application scenarios, 

transform the negative factors of UANs into favorable factors is an interesting re-

search. For example, the mobility of nodes brings about extra routing overhead, 

and reduces end-to-end performance. However, the mobility of Autonomous Un-

derwater Vehicle (AUV) and the policy of cache-carry-forward help to improve 

the data forwarding rate.  

Meanwhile, under the precondition of less resource consumption, guaranteed 

channel utilization and network throughput, combining the technologies of chan-

nel coding, cognitive underwater acoustic communication, data compression and 

post quantum public key cryptography, studying on secure and reliable data 

transmission is another future work. 
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